
90-DAY CERTIFICATE STANDARD MOST TEAMS UNPREPARED FOR 

94% of respondents expressed concerns
about 90-day TLS certificates 

THEIR GREATEST CONCERNS: 
costs, expiry speed, resource drain, certificate volume and outages 

73% believe the shift will cause chaos

PRESSURE SYSTEMS ARE BUILDING

A CYCLONE OF CERTIFICATE-RELATED CHALLENGES

77% think outages are “inevitable”
with 90-day TLS certificates

81% believe 90-day certificates will
amplify existing challenges

29%
21.75hr

still rely on their own 
software and spreadsheets 
to manage certificates 

the average amount of time 
it takes to manually deploy 
a single certificate

95% say digital transformation has
increased their use of SSL/TLS 
in the past year

MANY LACK THE AUTOMATION NEEDED TO WEATHER THE STORM 

TODAY 

67%
think shifting to post-quantum
cryptography will be a nightmare 
and dread the day the board asks 
about their plans 

AND TOMORROW 

Google’s plan to reduce maximum TLS validity is on their radar.

But most teams still fear they’ll be swept away by the coming certificate storm. 

THE TLS

WILL YOUR TEAM BE 
READY TO FACE THE FURY? 

Find out how your certificate 
management program stacks

up in the full report. 

GET THE REPORT
https://qrco.de/90day

https://venafi.com/lp/organizations-largely-unprepared-for-the-advent-of-90-day-tls-certificates/



